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Fake DBS Website Eliminated
<web-link for this article>

DBS  Bank  Ltd  (DBS)  and  the  Hong  Kong  Monetary  Authority  (HKMA)  have  issued
warnings about a fraudulent website, address hk-dbs.asia, that purported to be the official
DBS website. DBS have advised the public that the official website of DBS in Hong Kong is
www.dbs.com.hk.

At the time of writing, the site is inaccessible. The domain was updated by the Asia Registry
(ASIA Registry R2-ASIA) at 17-Nov-2016 18:46:45 UTC (10:46 Hong Kong time) and the
domain status is now "serverHold", meaning the domain is not activated in the DNS.

Victims should contact DBS's customer hotline at 2290 8888 and the Cyber Security and
Technology Crime Bureau of the Hong Kong Police Force at 2860 5012.

More Information

• DBS Alert on fraudulent website 
• Fraudulent website related to DBS Bank (Hong Kong) Limited 
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